**Федеральная служба по надзору в сфере связи, информационных технологий и массовых коммуникаций (Роскомнадзор)**

Отчет о реализации публичной декларации целей и задач Роскомнадзора за первое полугодие 2018 г.

|  |  |  |
| --- | --- | --- |
| **№ п/п** | **Описание целей и задач** | **Результат реализации** |
| 1 | Обеспечение бесперебойного функционирования сегмента сети связи общего пользования, предназначенного для оказания услуг связи в интересах избирательных комиссий всех уровней, в том числе для функционирования ГАС «Выборы», в ходе подготовки и проведения выборов Президента Российской Федерации | Во исполнение указания Минкомсвязи России от 16.01.2018 № ОП-П9-079-641 и в соответствии с распоряжением Роскомнадзора от 18.01.2018 № 1 в период с 00:01 (мск) 16.03.2018 до 23:59 (мск) 20.03.2018 силами оперативных рабочих групп центрального аппарата Роскомнадзора и территориальных управлений Роскомнадзора был организован контроль за обеспечением бесперебойного функционирования сегмента сети связи общего пользования, предназначенного для оказания услуг связи в интересах избирательных комиссий всех уровней, в том числе для функционирования ГАС «Выборы», в ходе подготовки и проведения выборов Президента Российской Федерации, а также обеспечения видеотрансляций процедур голосования избирателей и подсчета голосов избирателей на выборах 18.03.2018. |
| 2 | Осуществление мероприятий по надлежащему использованию радиочастотного спектра на тестовых соревнованиях, проводимых на спортивных объектах в период с марта по май 2018 года и в период проведения Чемпионату мира по футболу FIFA 2018 года | В период с марта по май 2018 года было рассмотрено 2161 заявление на присвоение (назначение) радиочастот или радиочастотных каналов. По результатам рассмотрения оформлено 2161 разрешений на использование радиочастот или радиочастотных каналов.В период проведения Чемпионата мира по футболу FIFA 2018 года (с 14.06.2018 по 09.07.2018) было рассмотрено 555 заявления на присвоение (назначение) радиочастот или радиочастотных каналов. По результатам рассмотрения оформлено 554 разрешения на использование радиочастот или радиочастотных каналов.По обращениям АНО «Оргкомитет «Россия-2018» (далее – Оргкомитет) от 25.10.2017 № 12658-ЛОК-02, от 23.03.2018 № 16400-ЛОК-02 в соответствии с уточненным графиком проведения спортивных тестовых мероприятий на стадионах, предназначенных для проведения чемпионата мира по футболу FIFA 2018 года (поручение Правительства Российской Федерации от 04.04.2018 № П12-17315), в период с 11.11.2017 по 16.05.2018 организованы и проведены мероприятия по обеспечению надлежащего использования радиочастотного спектра в период проведения тестовых мероприятий на стадионах чемпионата мира по футболу FIFA 2018 года.В результате проведенных мероприятий в рамках обеспечения тестовых матчей чемпионата мира по футболу FIFA 2018 года:– решены вопросы о порядке выполнения работ на объектах, организации мест для работы групп радиоконтроля, пунктов тестирования и маркировки РЭС, режимах работы персонала, порядке получения разрешений на использование радиочастот для РЭС, планируемых для использования, порядке допуска РЭС на объекты;– уточнены границы «чистой» и «грязной» зон;– отработаны вопросы оценки качества подвижной радиотелефонной связи;– отработаны вопросы взаимодействия территориальных органов Роскомнадзора с силовыми структурами, другими организациями и ведомствами, участвующими в организации и обеспечении чемпионата мира по футболу FIFA 2018 года, при выявлении нарушений порядка использования радиочастотного спектра, а также об оперативном взаимодействии при проведении мероприятий по радиоконтролю.Задачи по обеспечению надлежащего использования радиочастотного спектра в период проведения тестовых матчей чемпионата мира по футболу FIFA 2018 года выполнены в полном объеме. |
| 3 | Противодействие распространению в сети «Интернет», в том числе через мобильные приложения, информации, запрещенной к распространению на территории Российской Федерации | В рамках реализации статьи 15.1 Федерального закона от 27 июля 2006 г. № 149-ФЗ «Об информации, информационных технологиях и о защите информации» (далее – Федеральный закон № 149-ФЗ) обработано **235 497** сообщений, поступивших посредством электронной формы, размещенной на официальном сайте Роскомнадзора (<http://eais.rkn.gov.ru/feedback/>). Из них: 142 979 заявок по линии онлайн-азартных игр, 50 824 по линии незаконного оборота наркотиков, 20 684по линии детской порнографии, 20 666 заявок по линии «призывы к самоубийству», а также 344 заявки по линии незаконной продажи алкогольной продукции в сети «Интернет».Кроме того, в отчетном периоде было обработано 24 853 судебных решений о признании информации запрещенной.В «Единый реестр доменных имен, указателей страниц сайтов в сети «Интернет» и сетевых адресов, позволяющих идентифицировать сайты в сети «Интернет», содержащие информацию, распространение которой в Российской Федерации запрещено» в связи с наличием запрещенной информации внесено 102 579 сайтов и/или указателей страниц сайтов в сети «Интернет». Из них, по линии онлайн-азартных игр – 38 668, по линии «призывы к самоубийству» – 11 962, по линии детской порнографии – 11 761, по линии незаконного оборота наркотиков – 11 600, по линии незаконной продажи алкогольной продукции – 220, а также 28 368 интернет-ресурсов на основании вступивших в законную силу судебных решений.В рамках реализации статьи 15.3 Федерального закона № 149-ФЗ в первом полугодии 2018 г. в Роскомнадзор поступило 71 требование Генеральной прокуратуры Российской Федерации. На основании данных требований Генеральной прокуратуры Российской Федерации, а также требований, поступивших ранее отчетного периода, Роскомнадзором в первом полугодии 2018 г.отработаны удаление или блокировка противоправной информации (указанной в требованиях), размещенной на 59 908 интернет-страницах (или интернет-сайтах). При этом следует отметить, что более 99% из указанных интернет-ресурсов было выявлено Роскомнадзором самостоятельно в рамках исполнения требований Генеральной прокуратуры Российской Федерации в части блокировки «веб-зеркал» интернет-сайтов, содержащих противоправную информацию.Так, в ходе реализации требований Генеральной прокуратуры Российской Федерации в первом полугодии 2018 г. Роскомнадзором самостоятельно выявлено и отработана блокировка или удаление:– 20 023 интернет-ресурсов, содержащих текстовые и видеоматериалы, связанные с деятельностью террористических организаций «Исламское государство», «Джабхат ан-Нусра» и «Хизб ут-Тахрир аль-Ислами». Из них, в настоящее время блокируется 1666 интернет-ресурсов. С 18 357 интернет-ресурсов запрещенная информация была удалена;– 1256 интернет-ресурсов, которые используются с целью информационно-пропагандистского сопровождения деятельности украинских националистических организаций, признанных экстремистскими решением Верховного Суда Российской Федерации от 17 ноября 2014 г.: «Правый сектор», «Украинская национальная ассамблея – Украинская народная самооборона» (УНА-УНСО), «Тризуб им. Степана Бандеры», «Братство», а также деятельности батальона «Азов». Из них, в настоящее время блокируется 98 интернет-ресурсов (URL-адресов). С 1158 интернет-ресурсов (URL-адресов) запрещенная информация была удалена.13 апреля 2018 г. Таганским районным судом г. Москвы вынесено решение по делу № 2-1779/2018 об ограничении доступа к информационным системам и (или) программам для электронных вычислительных машин, которые предназначены и (или) используются для приема, передачи, доставки и (или) обработки электронных сообщений пользователей сети «Интернет» и функционирование которых обеспечивается Telegram Messenger LLP, до исполнения указанным организатором распространения информации в сети «Интернет» обязанности по предоставлению в ФСБ России информации, необходимой для декодирования принимаемых, передаваемых, доставляемых и (или) обрабатываемых электронных сообщений.Во исполнение вышеуказанного решения суда доступ к информационно-коммуникационным сервисам Telegram Messenger LLP ограничивается на территории Российской Федерации.Роскомнадзором на постоянной основе осуществляется мониторинг информационно-телекоммуникационной сети «Интернет» в целях выявления доступа к информации, запрещенной для распространения на территории Российской Федерации, с использованием автоматизированной системы АС «Ревизор».В случае выявления неограничения доступа в отношении оператора связи применяются меры профилактического или административного характера.По состоянию на 01 июля 2018 года в Информационной системе взаимодействия Роскомнадзора с операторами связи авторизованы 3644 оператора связи, которые оказывают услуги по предоставлению доступа к сети «Интернет» в Российской Федерации.АС «Ревизор» контролируется 3629 (99,9 %) операторов связи, оказывающих услуги доступа к сети «Интернет». |
| 4 | Реализация мероприятий Программы профилактики нарушений обязательных требований на 2018 г., утвержденной приказом Роскомнадзора от 12.12.2017 № 246 | В Роскомнадзоре организовано обобщение и анализ правоприменительной практики контрольно-надзорной деятельности. Обобщения практики проводятся ежегодно, обзор практики размещается на официальном сайте Роскомнадзора в порядке, установленном приказом Роскомнадзора от 09.12.2016 № 311. Рабочая группа по обобщению и анализу правоприменительной практики контрольно-надзорной деятельности собиралась трижды, все запланированные на 2018 год мероприятия выполнены. При обобщении правоприменительной практики за 2018 год в 2019 году планируется использовать Стандарт комплексной профилактики нарушений обязательных требований, утверждённый протоколом заседания проектного комитета по основному направлению стратегического развития Российской Федерации «Реформа контрольной и надзорной деятельности» от 12.09.2017 № 61. Приказом Роскомнадзора от 19.02.2018 № 31 утвержден и размещен на официальном сайте Роскомнадзора сводный Обзор правоприменительной практики контрольно-надзорной деятельности в сфере связи в 2017 году.Сведения о результатах государственного контроля (надзора) по направлениям деятельности с указанием количества проведенных контрольно-надзорных мероприятий, перечня наиболее часто встречающихся нарушений обязательных требований, общей суммы привлечения к административной ответственности с указанием основных правонарушений по видам, опубликованы на официальном сайте Роскомнадзора в разделе «Планирование, отчёты о деятельности».На официальном сайте Роскомнадзора постоянно актуализируется содержание раздела «Правовая информация», в котором публикуются тексты или ссылки на тексты правовых актов, в том числе, содержащих обязательные требования. Кроме того, 05.06.2018 в разделе «Массовые коммуникации» размещена актуальная редакция Федерального закона от 29.12.2010 № 436-ФЗ «О защите детей информации, причиняющей вред их здоровью и развитию». Актуальные тексты нормативных правовых актов, содержащих обязательные требования в области персональных данных, размещены также на Портале персональных данных в разделе «Законодательство» и «Электронная библиотека по защите прав субъектов персональных данных».В рамках размещения на официальном сайте Роскомнадзора разъяснений о содержании новых нормативных правовых актов, устанавливающих обязательные требования, в первом полугодии 2018 года подготовлены и размещены в разделе «Массовые коммуникации» в связи со вступившими в законную силу с 01.01.2018 года поправками в Закон Российской Федерации от 27.12.1991 № 2124-I «О средствах массовой информации» рекомендации для редакций СМИ, касающиеся новых требований, предъявляемых к выходным данным сетевых изданий (январь 2018 года), обновлённые рекомендации по возникающим вопросам в части регистрации средств массовой информации (внесении изменений в реестровую запись) (март 2018 года). Кроме того, в июне 2018 года на сайте размещены рекомендации по измерению знака информационной продукции и логотипа телеканала.В рамках реализации Программы проводятся мероприятия по повышению квалификации сотрудников.29 и 30 мая 2018 г. в г. Москва был проведён для сотрудников Роскомнадзора практический семинар по теме: «Повышение качества оказания государственных услуг в условиях изменения отраслевого законодательства. Осуществление государственного контроля и надзора в сфере массовых коммуникаций», в котором приняли участие более 150 человек.Ежемесячно проводятся обучающие мероприятия в режиме видеоконференцсвязи с территориальными управлениями Роскомнадзора, направленные на оказание методической помощи и проведение разъяснительной работы в сфере персональных данных.В сфере связи методическая работа (повышение квалификации) с сотрудниками территориальных органов Роскомнадзора по проведению профилактической работы ведется в соответствии с Планом обучающих мероприятий на 2018 год в режиме плановых еженедельных видеоконференций, и в случае необходимости – в режиме внеплановых видеоконференций.Во исполнение поручения Коллегии Роскомнадзора от 20.02.2018 № 1-кс разработаны и направлены в территориальные управления Роскомнадзора «Методические рекомендации по контролю за использованием радиочастотного спектра и радиоэлектронных средств операторами подвижной радиотелефонной связи при совместном использовании радиочастот и радиоэлектронных средств, а также при оказании услуг связи по бизнес-модели виртуальной сети подвижной радиотелефонной связи».В 1 полугодии 2018 года проведено 2896 профилактических мероприятий для определенного круга лиц (семинары, совещания, встречи, и тому подобное), из них 749 в сфере связи, 1618 в сфере защиты прав субъектов персональных данных, 529 в сфере массовых коммуникаций. Кроме того, проведено свыше 215 тыс. адресных профилактических мероприятий (направленные отдельным гражданам или организациям напоминания, разъяснения - письма, в том числе электронные; индивидуальные встречи, беседы) и 24630 профилактических мероприятий для неопределенного круга лиц (размещение разъяснений и поясняющей информации на сайте, беседы, интервью и статьи в прессе, в том числе в интернете).В сфере защиты прав субъектов персональных данных было проведено 3011 факультативных учебных занятий, в рамках которых охвачено 813223 несовершеннолетних, из которых 1248 мероприятий с общим охватом порядка 620000 несовершеннолетних было проведено в формате виртуальных уроков.В сфере массовых коммуникаций направления профилактической работы следующие: «Основные требования законодательства о средствах массовой информации, проверяемые в ходе контрольно-надзорных мероприятий», «Вопросы соблюдения лицензионных требований в сфере телерадиовещания».Основными вопросами всех видов профилактических мероприятий в сфере связи являются вопросы ограничения доступа к сайтам в сети «Интернет», содержащим информацию, распространение которой в Российской Федерации запрещено; обязательной идентификации пользователей при доступе к сети Интернет в публичных местах по технологии Wi-Fi; пресечения незаконной реализации SIM-карт мобильной связи; обязанности операторов связи по передаче в неизменном виде абонентского номера (номер А), выделенного абоненту, инициирующему передачу SMS-сообщений, установление телефонного соединения; хранения на территории Российской Федерации информации о фактах приема, передачи, доставки и (или) обработки голосовой информации, текстовых сообщений, изображений, звуков, видео- или иных сообщений пользователей услугами связи; хранение текстовых сообщений, голосовой информации, изображения, звуков, видео-, иных сообщений (ФЗ от 06.07.2016 № 374-ФЗ - «Закон Яровой»); я пользователями радиочастотного спектра порядка, требований и условий, относящихся к использованию РЭС и ВЧУ регистрация РЭС; ввода в эксплуатацию сетей подвижной радиотелефонной связи, основанных на использовании бизнес-модели виртуальной сети подвижной радиотелефонной связи (MVNO) - Light MVNO, Full MVNO.; требования СОРМ.В 2017 году разработаны, согласованы с Минкомсвязью России и приказом Роскомнадзора от 24.10.2017 № 215 утверждены формы проверочных листов (списков контрольных вопросов), используемых при проведении плановых проверок при осуществлении государственного надзора в области связи. Формы проверочных листов (списки контрольных вопросов) (всего 20 форм) стали применяться территориальными органами Роскомнадзора в 2018 году после регистрации в Минюсте России приказа Роскомнадзора от 24.10.2017 № 215 (зарегистрирован 28.02.2018, регистрационный № 50169). |
| 5 | Актуализация устаревших, дублирующихся и избыточных обязательных требований в сферах деятельности Роскомнадзора | **МАССОВЫЕ КОММУНИКАЦИИ**Приказом Роскомнадзора от 13.12.2017 № 247 «О внесении изменений в приказ Федеральной службы по надзору в сфере связи, информационных технологий и массовых коммуникаций от 18 октября 2016 г. № 272 « О Перечне правовых актов, содержащих обязательные требования» утверждены предложения по нормативным правовым актам, соблюдение которых оценивается при осуществлении:– федерального государственного контроля в сфере средств массовой информации и средств массовой коммуникации; – государственного контроля и надзора за предоставлением обязательного федерального экземпляра документов в установленной сфере деятельности Роскомнадзора; – государственного контроля и надзора в сфере защиты детей от информации, причиняющей вред их здоровью и (или) развитию;– государственного лицензионного контроля телевизионного вещания и радиовещания (далее – телерадиовещание);– государственного лицензионного контроля изготовления экземпляров аудиовизуальных произведений, программ для ЭВМ, баз данных и фонограмм на любых видах носителей (далее – ВАФ).По результатам проведённых в конце 1-го и 2-го кварталов 2018 года анализов обязательных требований в сфере телерадиовещания, средств массовой информации и средств массовых коммуникаций, а также в сфере ВАФ устаревших, дублирующихся и избыточных обязательных требований не выявлено.Для обеспечения общественного обсуждения обязательных требований в сфере телерадиовещания, ВАФ, средств массовой информации и средств массовых коммуникаций в июне 2018 года также подготовлен полный перечень требований в вышеуказанных сферах для каждого нормативного акта, вошедшего в приказ Роскомнадзора от 13.12.2017 № 247.Тексты правовых актов (их частей), содержащие основные обязательные требования к деятельности вещательных организаций и СМИ, а также к деятельности лицензиатов в сфере ВАФ (подлежащие размещению на официальном сайте Роскомнадзора) актуализируются по мере необходимости.**СВЯЗЬ**В 2017 г. проводилась постоянная работа по анализу и актуализации перечня правовых актов, содержащих обязательные требования в сфере связи. Приказом Роскомнадзора от 13.12.2017 № 247 Перечень правовых актов, содержащих обязательные требования, был актуализирован.По результатам последующего анализа, проводившегося в том числе, в первом полугодии 2018 года, обязательных требований в сфере связи устаревших, дублирующихся и избыточных обязательных требований не выявлено. |
| 6 | Подготовка к проведению в 2019 году Группой разработки финансовых мер борьбы с отмыванием денег (ФАТФ) оценки Российской Федерации в рамках 4-го раунда взаимных оценок | Процесс подготовки к оценке Группы ФАТФ включает в себя проведение комплексного анализа национальной «антиотмывочной» системы с участием всех задействованных ведомств, в том числе Роскомнадзора, на соответствие международным стандартам с целью выявления возможных недостатков и последующее их исправление.В рамках самой оценочной миссии, экспертами ФАТФ будут проведены выездные мероприятия, в том числе в отношении территориальных органов Роскомнадзора и в отношении поднадзорного сектора (операторов связи). По результатам мероприятий будет дана оценка эффективности надзорной деятельности в области связи за исполнением операторами связи законодательства о противодействии легализации (отмыванию) доходов, полученных преступным путём, и финансирования терроризма (ПОД/ФТ).В рамках подготовки к визиту оценочной миссии ФАТФ Роскомнадзором разработан и утвержден ведомственный План подготовки к предстоящей оценочной миссии ФАТФ, который предусматривает комплекс мероприятий, направленных, в том числе на усиление мер по недопущению вовлечения операторов связи в ОД/ФТ, повышению уровня знаний сотрудников территориальных органов Роскомнадзора и информированности о требованиях законодательства о ПОД/ФТ, а также усиление и принятие дополнительных мер по безусловному выполнению операторами связи требований законодательства о ПОД/ФТ.По итогам проверок исполнения операторами связи законодательства о ПОД/ФТ, проводимых территориальными органами Роскомнадзора, осуществляется постоянный анализ результатов проверок и выявленных нарушений указанного законодательства. |
| 7 | Реализация мероприятий 2018 года в рамках планов по выполнению программы «Цифровая экономика», предусматривающих участие Роскомнадзора | Письмами Роскомнадзора от 17.01.2018 № 10ПА-5364, от 30.01.2018 № 10ПА-10347 и от 05.02.2018 № 10ПА-11968 в Минэкономразвития России и Минкомсвязь России были направлены сведения о должностных лицах Службы, ответственных за реализацию мероприятий программы «Цифровая экономика» по направлениям «Нормативное регулирование», «Информационная безопасность» и «Информационная инфраструктура» соответственно. Информация об исполнении отдельных мероприятий программы вносится ответственными исполнителями в информационную систему мониторинга исполнения программы.**ЗАЩИТА ПЕРСОНАЛЬНЫХ ДАННЫХ**Во исполнение подпункта 05.02.008.002.001. пункта 05.02.008.002 Плана мероприятий по направлению «Информационная безопасность» программы «Цифровая экономика Российской Федерации», утвержденного Правительственной комиссией по использованию информационных технологий для улучшения качества жизни и условий ведения предпринимательской деятельности (протокол от 18.12.2017 № 2), Роскомнадзором был разработан и направлен в адрес ФСТЭК России, ФСБ России, МВД России и Минкомсвязи России для согласования проект Концепции формирования и ведения ресурса, обеспечивающего гражданам Российской Федерации доступ к информации, касающейся обработки их персональных данных, а также возможности требования блокирования, уничтожения обрабатываемых персональных данных.По результатам рассмотрения указанного проекта Концепции от ФСБ России и МВД России поступили письма о необходимости доработки указанного проекта, ФСТЭК России и Минкомсвязи России согласовали представленный проект Концепции без замечаний.**СВЯЗЬ**По мероприятию 05.01.001.001.001 «Проведение исследования по теме: «Анализ устойчивости, рисков и угроз безопасного функционирования ЕСЭ Российской Федерации, в том числе системы управления ЕСЭ и оценка адекватности им существующих стандартов информационной безопасности» предложения Роскомнадзора направлены в Минкомсвязь России письмом от 29.03.18 № 07ИО-28236.По мероприятию 04.01.001.001.011 «Предварительный сбор и анализ информации о присутствии сетей связи крупнейших операторов связи в регионах Российской Федерации до населённого пункта» информация направлена в Минкомсвязь России письмом от 29.03.2018 № 07ИО-27992.По мероприятию 04.01.010.001.005 «Разработка мер, направленных на ранжирование регуляторной нагрузки», предложения направлены в Минкомсвязь России письмом от 05.07.2018 № 07ПА-56409.По мероприятию 04.01.010.001.004 «Разработка предложений по упрощению процедур проектирования, создания, управления и эксплуатации сетей связи, в том числе разработка правил, регламентирующих совместное использование операторами связи пассивной и активной телекоммуникационной инфраструктуры и антенно-мачтовых сооружений», информация направлена в Минкомсвязь России письмом от 30.03.2018 № 07ИО-28979.По мероприятию 04.01.010.001.003 «Разработка предложений по повышению инвестиционной привлекательности отрасли связи» информация направлена в Минкомсвязь России письмом от 27.02.2018 № 06ИО-18436;Кроме того, было подготовлено и направлено в Минкомсвязь России письмо от 22.06.2018 № 06ИО-53084 о создании дополнительных механизмов стимулирования инвестиционной активности операторов для развития сетей связи на основе передовых технологий (предложения ПАО «МегаФон»). |
| 8 | Переход на использование отечественного офисного программного обеспечения в соответствии с планом-графиком, утвержденным приказом Роскомнадзора от 04.09.2017 № 180 | В соответствии с постановлением Правительства РФ от 8 июня 2018 г № 658«О централизованных закупках офисного программного обеспечения, программного обеспечения для ведения бюджетного учета, а также программного обеспечения в сфере информационной безопасности» полномочия по планированию и закупке отечественного офисного программного обеспечения возложены на Министерство цифрового развития, связи и массовых коммуникаций Российской Федерации. Утвержденные планы-графики перехода на использование отечественного офисного программного обеспечения подлежат корректировке и продлению до 2020 года в части сроков реализации мероприятий по переходу на использование отечественного офисного программного обеспечения.В Министерство цифрового развития, связи и массовых коммуникаций Российской Федерации направлены предложения по обеспечению Роскомнадзора отечественным ПО. |
| 9 | Реализация комплекса мероприятий в сфере защиты прав субъектов персональных данных, предусмотренных Стратегий институционального развития и информационно-публичной деятельности в области защиты прав субъектов персональных данных на период до 2020 года | В 2018 году Роскомнадзором был организован и проведен День открытых дверей для операторов персональных данных, приуроченный к Международному дню защиты персональных данных. Указанное мероприятие посетило более 100 представителей организаций, обрабатывающих персональные данные. В ходе мероприятия специалисты Роскомнадзора проинформировали участников о результатах деятельности Уполномоченного органа в 2017 году, о тенденциях развития профильного законодательства, о порядке ведения Реестра операторов, о новациях правоприменительной практики, в частности практики применения статьи 13.11 КоАП РФ, которая устанавливает новые составы административных правонарушений при обработке персональных данных. Также были даны разъяснения по вопросам обработки персональных данных СМИ, о правомерности обработки персональных данных, взятых из общедоступных источников, об обработке персональных данных в рамках взыскания задолженности, а также об особенностях данного вида деятельности при реализации товаров и услуг в сети Интернет.9 февраля 2018 года представители Роскомнадзора приняли участие во встрече с лидерами студенческого самоуправления (более чем из 45 регионов России), прошедшей в рамках Всероссийской школы студенческого самоуправления «Лидер XXI века» на территории Ростовской области. В рамках встречи представители Роскомнадзора поделились накопленным опытом проведения дебатов по тематике защиты персональных данных и презентовали методику организации и проведения дебатов по тематике защиты персональных данных.26 июня 2018 года был организован и проведен семинар с представителями Консультативного совета по иностранным инвестициям, на котором были разъяснены вопросы применения положений Федерального закона «О персональных данных», в частности вопросов локализации баз персональных данных.Кроме того, в 2018 году введена практика проведения открытых семинаров для операторов персональных данных по вопросам контрольно-надзорной деятельности. Первый семинар состоялся 28 июня 2017 года. На семинаре были рассмотрены вопросы, связанные с типовыми нарушениями, выявленными в ходе проверок, разъяснены причины, повлекшие эти нарушения. |
| 10 | Внедрение эффективных механизмов кадровой политики в деятельности контрольно-надзорных органов | В рамках внедрения эффективных механизмов кадровой политики в деятельности контрольно-надзорных органов Роскомнадзором:– осуществляются мероприятия Плана мероприятий (дорожной карты) по реализации Основных направлений развития государственной гражданской службы Российской Федерации; – организована работа по ежемесячному представлению информации в единую информационно-коммуникационную систему гражданской службы (ЕИСУКС);– организована работа по оценке показателей повышения эффективности и результативности работы кадровых подразделений Роскомнадзора, включая показатели эффективности и использования кадровых резервов;– проведено тестирование руководства территориальных органов Роскомнадзора по знанию нормативных правовых актов для исполнения возложенных полномочий;– проведен мониторинг и установлены квалификационные требования к специальностям (направлениям подготовки), знаниям и умениям, определяемым в соответствии с категориями и группами должностей гражданской службы, а также с областью и видом профессиональной служебной деятельности государственных служащих;– в территориальных органах Роскомнадзора внедрено наставничество в отношении гражданских служащих вновь назначенных на должности государственной гражданской службы;– организовано повышение квалификации гражданских служащих на 2018 год с учетом новых подходов системы профессионального развития;– завершена работа по совершенствованию АИС «1С: Зарплата и кадры» в рамках проекта информатизации деятельности кадровой службы Роскомнадзора. |
| 11 | Внедрение системы предупреждения, мониторинга и профилактики коррупционных проявлений в контрольно-надзорной деятельности | В рамках внедрения системы предупреждения, мониторинга и профилактики коррупционных проявлений в контрольно-надзорной деятельности Роскомнадзором:– размещены сведения о доходах, расходах, об имуществе и обязательствах имущественного характера руководителей и заместителей руководителей территориальных органов, государственных гражданских служащих центрального аппарата, работников подведомственных предприятий Роскомнадзора, супруга(и) и несовершеннолетних детей на официальном сайте Роскомнадзора за 2017 год;– проводится анализ представлений Генеральной прокуратуры Российской Федерации по выявленным нарушениям законодательства о противодействии коррупции в территориальных органах Роскомнадзора, намечен комплекс мер, направленный на профилактику коррупционных и иных правонарушений; – проводится анализ сведений о доходах, расходах, об имуществе и обязательствах имущественного характера, представленных руководителями, заместителями руководителей территориальных органов, государственных служащих центрального аппарата и работников подведомственных предприятий Роскомнадзора за 2017 год; – регулярно проводятся заседания Комиссии Роскомнадзора по соблюдению требований к служебному поведению государственных служащих и урегулированию конфликта интересов;– подготовлены проекты нормативных правовых актов Роскомнадзора по внесению изменений и дополнений в целях принятия мер по повышению эффективности противодействия коррупции в организациях, созданных для выполнения задач, поставленных перед федеральными государственными органами:«О назначении должностных лиц, ответственных за включение и исключение сведений в реестр лиц, уволенных в связи с утратой доверия»«О внесении изменений в Положение о сообщении государственными гражданскими служащими Роскомнадзора о получении подарка»;– проведены обучающие мероприятия в режиме ВКС для специалистов кадровых служб территориальных органов Роскомнадзора по теме: «Организация кадровой работы в федеральных органах государственной власти. Актуальные вопросы прохождения государственной службы» и заместителей руководителей территориальных органов Роскомнадзора, рекомендованных в кадровый резерв;– в Минтруд России направлены предложения по совершенствованию положений законодательства Российской Федерации о противодействии коррупции;– разделы «Противодействие коррупции» официального сайта Роскомнадзора и сайтов территориальных органов Роскомнадзора приведены в соответствие требованиям приказа Минтруда России от 7 октября 2013 г. № 530н «О требованиях к размещению и наполнению подразделов, посвященных вопросам противодействия коррупции, официальных сайтов федеральных государственных органов, Центрального банка Российской Федерации, Пенсионного фонда Российской Федерации, Фонда социального страхования Российской Федерации, Федерального фонда обязательного медицинского страхования, государственных корпораций (компаний), иных организаций, созданных на основании федеральных законов, и требованиях к должностям, замещение которых влечет за собой размещение сведений о доходах, расходах, об имуществе и обязательствах имущественного характера». |
| 12 | Предупреждение и пресечение распространения в средствах массовой информации и массовых коммуникаций запрещённой информации | В 1-м полугодии 2018 года в приоритетном порядке осуществлялся контроль и надзор за соблюдением требований законодательства Российской Федерации о средствах массовой информации, направленный на выявление фактов использования СМИ для осуществления экстремистской деятельности, пропаганды наркотических средств, порнографии, культа насилия и жестокости, распространения материалов, содержащих нецензурную брань, информацию о несовершеннолетних, пострадавших в результате противоправных действий (бездействия), фактов распространения сведений, составляющих специально охраняемую законом тайну, материалов, содержащих пропаганду нетрадиционных сексуальных отношений или о фактах распространения иной информации, распространение которой запрещено другими Федеральными законами, а также в части недопустимости воспрепятствования законной деятельности редакций СМИ и журналистов.За нарушения требований статьи 4 Закона Российской Федерации от 27.12.1991 № 2124-I «О средствах массовой информации» (далее – Закон о СМИ) и Федерального закона от 25.07.2002 № 114-ФЗ «О противодействии экстремистской деятельности» в 1-м полугодии 2018 года Роскомнадзором и его территориальными органами вынесено 30 предупреждений, что на 11% больше, чем в аналогичном отчётном периоде 2017 года – 12 (27) предупреждений. Из них за:– использование СМИ для осуществления экстремистской деятельности (упоминание об экстремистских организациях без указания, что их деятельность запрещена в РФ, публичное заведомо ложное обвинение лица, замещающего государственную должность РФ, в совершении им в период исполнения своих должностных обязанностей деяний, являющихся преступлением) - 4 предупреждения;– распространение сведений о способах, методах изготовления и использования наркотических средств - 1 предупреждение;– разглашение сведений, прямо указывающих на личность несовершеннолетнего, без согласия самого несовершеннолетнего и его законного представителя – 2 предупреждения;– разглашение сведений, составляющих государственную или иную специально охраняемую законом тайну – 2 предупреждения;– распространение информации, распространение которой запрещено федеральными законами – 1 предупреждение;– пропаганду порнографии – 4 предупреждения;– распространение материалов, содержащих нецензурную брань – 16 предупреждений.Во исполнение приказа Роскомнадзора от 06.07.2010 № 420 «Об утверждении порядка направления обращений о недопустимости злоупотребления свободой массовой информации к СМИ, распространение которых осуществляется в информационно-телекоммуникационных сетях, в том числе в сети «Интернет», Роскомнадзором в 1-м полугодии 2018 года в редакции сетевых изданий в связи с размещением на их сайтах в сети «Интернет» комментариев с признаками злоупотребления свободой массовой информации направлено 1608 обращений об удалении или в соответствии со статьёй 42 Закона о СМИ редактировании комментариев, что на 14% больше, чем в аналогичном периоде 2017 года – 1411 обращений. 25 обращений направлено в связи с размещением комментариев с признаками экстремизма, что на 68,8% меньше, чем в аналогичном периоде 2017 года – 80 обращений. Из них:– за размещение комментариев с признаками возбуждения национальной розни – 20 обращений;– за размещение комментариев с признаками религиозной розни – 1 обращение;– за размещение комментариев с признаками социальной розни – 2 обращения;– за комментарии, содержащие экстремистские материалы – 2 обращения.Кроме того:– за пропаганду наркотиков направлено 3 обращения;– за нецензурную брань – 1580 обращений.В 1-м полугодии 2018 года, как и за аналогичный период 2017 года, наибольшее количество обращений направлено за распространение материалов, содержащих нецензурную брань (на 20,2% обращений больше, чем в 2017 году – 1315). |
| 13 | Обеспечение на эффективном уровне участия Роскомнадзора в подготовке и проведении выборов Президента Российской Федерации в 2018 году | **МАССОВЫЕ КОММУНИКАЦИИ**В соответствии со ст. 48 Федерального закона от 10.01.2003№ 19-ФЗ «О выборах Президента Российской Федерации» было организовано составление и направление в центральную избирательную комиссию Российской Федерации Перечней общероссийских государственных организаций телерадиовещания и общероссийских государственных периодических печатных изданий, а также Перечней региональных государственных организаций телерадиовещания и периодических печатных изданий, а также муниципальных организаций телерадиовещания и редакций периодических печатных изданий.В рамках обеспечения проведения выборов Президента Российской Федерации 18 марта 2018 года проводился мониторинг средств массовых коммуникаций на предмет выявления признаков нарушения Федерального закона от 10.01.2003 № 19-ФЗ «О выборах Президента Российской Федерации».В целях осуществления мониторинга СМИ в работу введён специально разработанный макет Автоматизированной системы мониторинга средств массовых коммуникаций (АСМСМК), что позволило в ежедневном режиме осуществлять мониторинг 9 895 СМИ.Все выявленные материалы СМИ направлялись в соответствующие избирательные комиссии для принятия решения о наличии или отсутствии в них нарушений требований законодательства Российской Федерации.В результате мониторинга СМИ в период предвыборной агитации (с 17 февраля по 16 марта 2018 г.) выявлено (и подтверждено избирательными комиссиями) 355 материалов с признаками нарушения требований Федерального закона № 19-ФЗ «О выборах Президента Российской Федерации».Наибольшее количество выявленных материалов за указанный период связано с нарушением порядка опубликования результатов опросов общественного мнения (301 материал СМИ), а также с прогнозированием результатов выборов в то время, когда публикация таких прогнозов запрещена требованиями законодательства Российской Федерации (43 материала СМИ).В период 17 - 18 марта 2018 года осуществлялся мониторинг СМИ, а также Интернет-ресурсов, незарегистрированных в качестве СМИ, в том числе социальных сетей, на предмет выявления признаков нарушений, связанных с агитационной деятельностью в «день тишины» и день голосования, прогнозированием итогов выборов, а также с размещением итогов выборов до момента завершения голосования.Для обеспечения эффективности и оперативности мониторинга социальных сетей в работу была введена Автоматизированная система детектирования запрещенной информации в социальных сетях.Всего за два дня выявлено 329 признаков нарушений, из них:– 82,4% (271 материал с признаками нарушений) выявлено в социальных сетях и на сайтах в сети «Интернет», незарегистрированных в качестве СМИ;– 17,6% (58 материалов с признаками нарушений) выявлено в СМИ (сетевые издания, электронные периодические издания, информационные агентства и газеты).Кроме того, в период проведения выборов Президента Российской Федерации организован усиленный режим работы дежурных групп, которые обеспечивают работу с требованиями Генеральной прокуратуры Российской Федерации по линии ограничения доступа к распространяемым в сети «Интернет» информационным материалам с призывами к экстремистской деятельности, незаконным митингам и массовым беспорядкам, Единым реестром запрещенной информации.Обеспечено эффективное взаимодействие с сотрудниками Генеральной прокуратуры Российской Федерации, ответственными за противодействие распространению в сети «Интернет» информационных материалов с призывами к экстремистской деятельности, незаконным митингам и массовым беспорядкам.В ходе данного взаимодействия на основании требования Генеральной прокуратуры Российской Федерации проведено ограничение доступа на территории России к сетевому адресу, с которого на адреса электронной почты жителей отдельных регионов Российской Федерации осуществлялась массовая рассылка провокационных призывов не посещать участки для голосования из-за угрозы террористического акта.Помимо этого, за период с 18.02.2018 по 18.03.2018 была удалена либо заблокирована информация с почти 5,4 тыс. ссылок, на которых распространялись материалы запрещенных в России организаций «Аум Синрекё», «Хизб ут-Тахрир», МТО «Исламское государство», а также украинских радикальных организаций (УНА-УНСО, «Правый сектор», «Тризуб» и т.д.).**СВЯЗЬ**Участие Роскомнадзора в подготовке и проведении выборов Президента Российской Федерации в 2018 году было обеспечено на должном уровне. В период с 00:01 (мск) 16.03.2018 до 23:59 (мск) 20.03.2018 осуществлялся постоянный контроль со стороны центрального аппарата и территориальных органов за обеспечением бесперебойного функционирования сегмента сети связи общего пользования, предназначенного для оказания услуг связи в интересах избирательных комиссий всех уровней, в том числе для функционирования ГАС «Выборы», а также за обеспечением видеотрансляций процедур голосования избирателей и подсчета голосов избирателей. Перебоев в обеспечении связи не зарегистрировано. |
| 14 | Реализация мероприятий, направленных на совершенствование контрольно-надзорной деятельности в сфере связи в условиях риск-ориентированного подхода к планированию и проведению мероприятий, включая:- размещение в открытом доступе проверочных листов, используемых при проведении проверок;- обеспечение проведения плановых проверок в сфере связи с использованием проверочных листов (списков контрольных вопросов), содержащих обязательные требования в сфере связи;- проведение анализа и обобщения результатов правоприменительной практики при осуществлении контрольно-надзорной деятельности в сфере связи | Проверочные листы (списки контрольных вопросов), формы которых утверждены приказом Роскомнадзора от 24.10.2017 № 215, размещены на сайте Роскомнадзора в подразделе «Контроль и надзор» раздела «Связь». Кроме того, в личном кабинете оператора связи, размещенном на сайте Роскомнадзора, создан сервис для самоконтроля соблюдения операторами связи обязательных требований в сфере связи с использованием проверочных листов.В ЕИС Роскомнадзора реализована возможность проведения плановых проверок с использованием проверочных листов (списков контрольных вопросов). В 2018 году все плановые проверки проводятся территориальными органами Роскомнадзора только с использованием проверочных листов.В соответствии с пунктом 1 Плана-графика профилактических мероприятий Федеральной службы по надзору в сфере связи, информационных технологий и массовых коммуникаций на 2018 год (далее — План), утверждённого приказом Роскомнадзора от 12.12.2017 № 246, организовано обобщение и анализ правоприменительной практики контрольно-надзорной деятельности. Обобщения практики проводятся ежегодно, обзор практики размещается на официальном сайте Роскомнадзора в порядке, установленном приказом Роскомнадзора от 09.12.2016 № 311. Проведено три совещания рабочей группы по обобщению и анализу правоприменительной практики контрольно-надзорной деятельности собиралась трижды, все запланированные на 2018 год мероприятия выполнены. При обобщении правоприменительной практики за 2018 год в 2019 году планируется использовать Стандарт комплексной профилактики нарушений обязательных требований, утверждённый протоколом заседания проектного комитета по основному направлению стратегического развития Российской Федерации «Реформа контрольной и надзорной деятельности» от 12.09.2017 № 61. |
| 15 | Обеспечение достижения в 2018 году целевых показателей качества и результативности профилактики в сфере связи:- доля субъектов надзора, охваченных профилактическими адресными мероприятиями, от общего количества действующих на подведомственной территории субъектов надзора – не менее 7%;- доля субъектов надзора, охваченных профилактическими мероприятиями для определенного круга лиц от общего количества субъектов надзора – не менее 20%;- динамика снижения количества выявленных нарушений в ходе плановых проверок и мероприятий систематического наблюдения за отчетный период по отношении к аналогичному периоду предыдущего года – не менее 2% | Показатель рассчитывается нарастающим итогом. В сфере связи по итогам 1 квартала 2018 года он составил 28% в среднем по Российской Федерации.Информация за 2-й квартал (1 полугодие) 2018 года в настоящее время обрабатывается.Показатель рассчитывается нарастающим итогом. В сфере связи по итогам 1 квартала 2018 года он составил 14% в среднем по Российской Федерации. К концу 2018 года среднее значение данного показателя значительно превысит 20%.Информация за 2-й квартал (1 полугодие) 2018 года в настоящее время обрабатывается.По итогам 1 квартала 2018 года в среднем по Российской Федерации количество выявленных нарушений в сфере связи при проведении проверок и мероприятий систематического наблюдения уменьшилось на 66,6% (тенденция характерна для всех федеральных округов).Информация за 2-й квартал (1 полугодие) 2018 года в настоящее время обрабатывается. |
| 16 | Расширение функциональности личного кабинета оператора связи на официальном сайте Роскомнадзора, включая создание сервисов для самоконтроля соблюдения операторами связи обязательных требований в сфере связи с использованием проверочных листов | В первом полугодии 2018 г. совместно с операторами проводились работы по доработке сервиса электронного взаимодействия для оказания услуг по присвоению (назначению) радиочастот или радиочастотных каналов, получению позывного сигнала опознавания радиоэлектронных средств и регистрации радиоэлектронных средств и высокочастотных устройств.Функциональность личного кабинета оператора связи на официальном сайте Роскомнадзора расширена. В личном кабинете оператора связи создан сервис для самоконтроля соблюдения операторами связи обязательных требований в сфере связи с использованием проверочных листов. |
| 17 | Обеспечение с 1 сентября 2018 г. ведения реестра зарегистрированных РЭС и ВЧУ | С целью реализации плана-графика перехода на ведение реестра зарегистрированных РЭС и ВЧУ:– разработаны и направлены в Минюст России проекты приказов об утверждении требований к формированию реестра зарегистрированных РЭС и ВЧУ, предоставлению выписки из реестра зарегистрированных РЭС и ВЧУ, форму выписки из реестра зарегистрированных РЭС и ВЧУ;– разработано техническое задание на доработку подсистемы РЭС и ВЧУ в ЕИС Роскомнадзора;– осуществляется разработка программного обеспечения с одновременным тестированием готовых блоков программы. |
| 18 | Снижение административной нагрузки в сфере связи путем оптимизации разрешительных процедур в части упрощения ввоза РЭС и ВЧУ на территорию Российской Федерации за счет интенсификации работ по представлению сведений в Единый реестр ЕврАзЭС, разработки и принятия необходимых нормативных правовых актов, а также автоматизации полного цикла формирования разрешений на ввоз РЭС и ВЧУ | В рамках исполнения приказа Минкомсвязи России от 21.02.2018 № 76, в течение первого полугодия 2018 г. Роскомнадзором ежеквартально направлялись в Евразийскую экономическую комиссию сведения о РЭС и ВЧУ гражданского назначения для внесения в Единый реестр радиоэлектронных средств и высокочастотных устройств гражданского назначения, в том числе встроенных либо входящих в состав других товаров, при ввозе которых на таможенную территорию Евразийского экономического союза не требуется представление лицензии или заключения (разрешительного документа), утвержденный Решением Коллегии Евразийской экономической комиссии от 21.04.2015 г. № 30 «О мерах нетарифного регулирования» (исх. от 26.03.2018 № 06ИО-27220 и от 27.06.2018 № 06ИО-53888).Подготовлены проекты приказов о внесений изменений в приказы Минкомсвязи России от 01.12.2011 № 332 «Об утверждении Порядка формирования реестра радиоэлектронных средств и высокочастотных устройств гражданского назначения, разрешенных для ввоза на территорию Российской Федерации», от 23.03.2016 № 118 «Об утверждении Порядка выдачи и формы заключения о соответствии технических характеристик ввозимых на территорию Российской Федерации радиоэлектронных средств и высокочастотных устройств гражданского назначения техническим характеристикам и условиям использования, утвержденным решениями Государственной комиссии по радиочастотам» и от 17.04.2017 № 189 «Об утверждении Административного регламента предоставления Федеральной службой по надзору в сфере связи, информационных технологий и массовых коммуникаций государственной услуги по выдаче разрешений на ввоз на территорию Российской Федерации в условиях, отличных от импорта, радиоэлектронных средств и высокочастотных устройств гражданского назначения, в том числе встроенных либо входящих в состав других товаров, а также на ввоз радиоэлектронных средств и высокочастотных устройств гражданского назначения физическими лицами для личного пользования (если наличие такого разрешения предусмотрено законодательством Российской Федерации)».В целях автоматизации полного цикла формирования разрешений на ввоз РЭС и ВЧУ подготовлено и направлено в адрес ООО «Е.Софт» описание доработок ППП «Ввоз РЭС и ВЧУ» ЕИС Роскомнадзора (исх. от 22.05.2018 № 09-43391). |
| 19 | Организация оперативного взаимодействия с федеральными органами исполнительной власти, осуществляющими оперативно-разыскную деятельность или обеспечение безопасности Российской Федерации, по выполнению требований п. 2 ч. 3 ст. 10.1 Федерального закона от 27.07.2006 № 149-ФЗ «Об информации, информационных технологиях и о защите информации», вступающих в силу с 1 июля 2018 г | В соответствии с п. 6 правил осуществления контроля за деятельностью организаторов распространения информации в сети «Интернет», связанной с хранением информации о фактах приема, передачи, доставки и (или) обработки голосовой информации, письменного текста, изображений, звуков или иных электронных сообщений пользователей сети «Интернет» и информации об этих пользователях, утвержденных постановлением Правительства РФ от 8 апреля 2015 г. № 327, основанием проведения проверок являются обращения органов, осуществляющих оперативно-разыскную деятельность или обеспечение безопасности Российской Федерации. За отчетный период обращений органов, осуществляющих оперативно-разыскную деятельность или обеспечение безопасности Российской Федерации, в Роскомнадзор не поступало, проверок не проводилось. |
| 20 | Активизация деятельности Молодежной палаты при Консультативном совете Уполномоченного органа по защите прав субъектов персональных данных | 06.04.2018 года было проведено заседание Молодежной палаты Консультативного совета уполномоченного органа по защите прав субъектов персональных данных, на котором были рассмотрены вопросы в соответствии с Планом деятельности Молодежной палаты Консультативного совета при уполномоченном органе по защите прав субъектов персональных данных на 2018 год. |
| 21 | Продолжение работы по подписанию Кодекса добросовестных практик в сети Интернет крупными профессиональными объединениями | В 1 полугодии 2018 года была продолжена работа по подписанию Кодекса добросовестных практик в сети Интернет операторами, осуществляющими обработку персональных данных.Главная цель Кодекса добросовестных практик (или Кодекса этической деятельности в сети Интернет) – это предупреждение и предотвращение угроз и рисков, которые несет современное цифровое пространство безопасному сбору, обработке и хранению персональных данных граждан. Подписанты подтверждают готовность работать с персональными данными в соответствии с законодательством, содействовать созданию безопасного и комфортного информационного пространства в Интернете, формированию культуры поведения в Сети.Впервые Кодекс был подписан осенью 2016 года на Международной конференции «Защита персональных данных».На сегодняшний день Кодекс [подписали](https://pd.rkn.gov.ru/code/signatory/) 1844 организации по всей России. В их числе региональные и муниципальные органы власти, автономные некоммерческие и коммерческие организаций, высшие и средние специальные учебные заведения, учреждения здравоохранения, а также крупные профессиональные объединения, такие как: Ассоциация Межнационального Единения и Развития Комплексных Алгоритмов Безопасности Айтипространства (Ассоциация «Институт МЕРКАБА»); Союз Торгово-промышленных палат Ивановской области; Союз Торгово-промышленных палат Костромской области; Союз Торгово-промышленных палат Воронежской области; Союз Торгово-промышленных палат Тульской области; Союз Торгово-промышленных палат Тверской области; Союз Торгово-промышленных палат Рязанской области; Союз Торгово-промышленных палат Курской области; Восточная Торгово-промышленная палата Московской области; Ассоциация «Торговый дом Пакистана». |
| 22 | Обеспечение мониторинга средств массовой информации на предмет выявления запрещённой информации и нарушений действующего законодательства Российской Федерации | К текущему моменту во всех субъектах Российской Федерации осуществляется мониторинг в отношении 12 913 СМИ и СМК. Результатом такого мониторинга можно считать количество выявленных нарушений – всего с начала 2018 г. в редакционных материалах и в комментариях пользователей выявлено 14 505 нарушений.По всем выявленным нарушениям Роскомнадзором принимаются меры пресекательного и профилактического характера. |
| 23 | Продолжение курса на автоматизацию контрольно-надзорной деятельности в сфере массовых коммуникаций, в том числе путём дальнейшего развития уже имеющихся автоматизированных систем мониторинга | В целях обеспечения эффективного круглосуточного мониторинга СМИ и СМК функционирует Автоматизированная система мониторинга средств массовых коммуникаций (АС МСМК). Система в онлайн-режиме самостоятельно собирает все публикуемые в Интернет-СМИ материалы, анализирует их и выдает подозрения на нарушения. В текущем году система дорабатывается и совершенствуется исходя из потребностей Роскомнадзора.Для организации онлайн-мониторинга вещания во всех средах, а также в целях осуществления записей контента в рамках контрольно-надзорных мероприятий в сфере телерадиовещания создана и эксплуатируется автоматизированная система мониторинга телерадиовещания Российской Федерации (АСМТРВ). В 2018 году планируется осуществить доработку программного обеспечения АСМТРВ в целях автоматизации проверки отдельных лицензионных и обязательных требований в сфере телерадиовещания.В рамках противодействия распространению в сети «Интернет» информации, запрещенной к распространению на территории Российской Федерации посредством мобильных приложений, 1 января 2018 г. была запущена Автоматизированная система детектирования запрещенной информации в социальных сетях (АС ДЗИС). |