**Публичная декларация целей и задач Федеральной службы по надзору в сфере связи, информационных технологий и массовых коммуникаций (Роскомнадзор) на 2017 год**

**I. Ключевыми целями деятельности Роскомнадзора в 2017 году считать:**

 Обеспечение готовности к переходу на риск-ориентированный подход применительно ко всем направлениям деятельности Роскомнадзора.

 Формирование новой системы оценки эффективности контроля и надзора.

 Внедрение системы комплексной эффективной профилактики нарушений.

 Исключение устаревших, дублирующих и избыточных обязательных требований.

 Создание и внедрение комплексной модели информационного обеспечения и систем автоматизации контрольно-надзорной деятельности.

 Противодействие распространению в сети «Интернет», в том числе через мобильные приложения, экстремистского и террористического контента, включая материалы международных террористических организаций, а также суицидального контента и материалов, направленных на вовлечение несовершеннолетних в экстремистскую и террористическую деятельность.

 Реализация комплекса мероприятий в сфере защиты прав субъектов персональных данных, предусмотренных Стратегий институционального развития и информационно-публичной деятельности в области защиты прав субъектов персональных данных на период до 2020 года.

 Реализация мероприятий Программы профилактики нарушений обязательных требований на 2017 год, утвержденной приказом Роскомнадзора от 10.02.2017 № 18.

 Внедрение эффективных механизмов кадровой политики в деятельности контрольно-надзорных органов.

 Внедрение системы предупреждения, мониторинга и профилактики коррупционных проявлений в контрольно-надзорной деятельности.

**II. Для достижения поставленных целей и повышения эффективности деятельности Службы основные усилия сосредоточить на решении следующих приоритетных задачах:**

 Реализация мероприятий, направленных на совершенствование контрольно-надзорной деятельности в условиях перехода на риск-ориентированный подход планирования и проведения мероприятий, включая:

 - приведение ведомственных актов и методических документов в соответствие с действующим законодательством;

 - обеспечение ведения, общественного обсуждения и поддержания в актуальном состоянии перечней обязательных требований, подлежащих проверке, в сфере деятельности Роскомнадзора;

 - формирование и размещение в открытом доступе проверочных листов, используемых при проведении проверок;

 - проведение анализа и обобщение результатов правоприменительной практики.

 Осуществление организационно-технического и информационного взаимодействия Автоматизированной системы радиоконтроля Российской Федерации (АСРК РФ), находящейся в введении радиочастотной службы Роскомнадзора, с ведомственными системами радио- и радиотехнического контроля Министерства обороны Российской Федерации, ФСБ России, ФСО России.

 Создание системы контроля сетей связи общего пользования на основе синергетического эффекта от объединения возможностей существующих информационных систем, автоматизированных сетей контроля (АСРК, АСМТРВ, «Ревизор»), в том числе создания автоматизированной системы контроля проводных коммуникаций, применение единых технологических решений.

 Обеспечение устойчивой и положительной практики по вновь введенным составам административных правонарушений – в части применения статьи 13.11 КоАП РФ (за нарушения в области персональных данных), а также статьи 13.34 КоАП РФ (за несоблюдение операторами связи обязанностей по ограничению доступа к запрещенной информации).

 Подключение к сети RSNet (Russian State Network), представляющей собой сегмент сети Интернет для федеральных органов государственной власти и органов государственной власти субъектов Российской Федерации, в рамках исполнения Указа Президента Российской Федерации от 22 мая 2015 г. № 260 «О некоторых вопросах информационной безопасности Российской Федерации».